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2025 Theme: Harness AI Innovation and Unleash Talent 
 

Organizer: Taiyuan University of Technology 

Co-hosted by: IEEE Communication Society (Technical Sponsor), IEEE Communications Society 
Big Data Technical Committee, IEEE Computer Society CPS, University of Louisville, 
Nanjing University of Posts & Telecommunications, Zhengzhou University, and Xi’an 
Jiaotong-Liverpool University 

 
Financially Sponsored by: Huawei, ZTE, Taiyuan University of Technology  
 
Key Programs: CyberC 2025 includes AI Summit, Keynotes, Panel Discussions, Big Data 
Competition, Best Paper awards.  
 
Scopes: CyberC promotes the research areas covered by the following tracks: 
 

 
Track 1: AI Computing 

 Machine Learning, Deep Learning, Autonomy, and Intelligence 
 Supervised, Unsupervised, and Reinforcement Learning 
 Deep Learning Architectures (CNNs, RNNs, Transformers, GANs) 
 Explainable AI (XAI) and Trustworthy AI 
 Meta-Learning, Few-Shot Learning, and Self-Supervised Learning 
 AI Fairness, Ethics, and Bias Mitigation 
 Large Language Models (LLMs) and Multimodal AI 
 Text Generation, Summarization, and Machine Translation 
 Sentiment Analysis and Opinion Mining 
 Conversational AI and Chatbots 
 Information Retrieval and Knowledge Graphs 
 AI/ML for Robotics & Autonomous Systems 
 AI/ML Applications in Science & Industry 
 AI/ML for Data analytics, social media, and web mining 
 AI for Web computing, intelligent and knowledge based systems 

Track 2: Cyber Communications 
 Next-Generation Wireless Networks (5G, 6G, and Beyond) 
 Massive MIMO, Beamforming, and Millimeter-Wave Technologies 
 AI/ML for Wireless Communication and Network Optimization 
 Terahertz (THz) Communication and Free-Space Optics 



                                                 
 Sensor, IoT Connectivity and Communication Protocols 
 Edge, Fog Computing, and Cloud Computing 
 Low-Power Wide-Area Networks (LPWAN) and Ultra-Reliable Low-Latency 

Communication (URLLC) 
 AI-Enabled Software/Cognitive Radio Networks 
 Vehicular, UAV, and Satellite Communications 
 Wireless Sensing, Localization, and Positioning 
 Green & Sustainable Wireless Networks 
 Quantum communications, and network computing resources 
 Quantum Computing 
 Spectrum sensing, fusion, decision-making and allocation 
 Signaling process, PHY/link layer protocols and optimization   
 

Track 3: Computer Vision 

 Image Classification, Object Detection, and Segmentation 
 3D Reconstruction and Scene Understanding 
 Video Analysis and Action Recognition 
 Image and Video Synthesis (GANs, Diffusion Models) 
 Multimodal Learning and Vision-Language Models 
 Transformer Models for Vision (ViTs, Swin, DINO) 
 Self-Supervised and Few-Shot Learning for Vision 
 Explainable AI (XAI) for Vision Applications 
 Adversarial Robustness in Deep Vision Models 
 AI in Medical Imaging and Radiology 
 Image-Guided Surgery and Diagnostics 
 Remote Sensing and Geospatial Vision Applications 
 Vision for Autonomous Vehicles and UAVs 
 SLAM (Simultaneous Localization and Mapping) 
 Human-Robot Interaction and Assistive Vision 
 AI for Image Enhancement and Super-Resolution 
 Deepfake Detection and Synthetic Media Analysis 
 Computational Imaging and Light Field Processing 
 Augmented reality and virtual reality 
 Multispectral, and hyperspectral imaging 

 
Track 4: Security and Privacy 

 Network and System Security 
 AI-Powered Cyber Threat Detection & Response 
 Malware Analysis and Intrusion Detection 
 Zero-Trust Architecture and Adaptive Security 
 Differential Privacy and Federated Learning 
 Secure Multi-Party Computation and Homomorphic Encryption 
 Blockchain and Decentralized Privacy Models 
 Data Anonymization and De-Identification 
 Cryptographic Protocols and Key Management 
 Secure Cloud Computing and Storage 
 Secure Authentication and Access Control 
 Adversarial Machine Learning and AI Robustness 
 AI for Cyber Threat Intelligence and Incident Response 
 Deepfake and Synthetic Media Detection 
 AI Governance, Ethics, and Fairness in Security 



                                                 
 Quantum Security and Cryptanalysis 
 Privacy in Metaverse and Extended Reality (XR) 
 Secure AI and Privacy-Preserving Generative Models 

 
INFORMATION FOR AUTHORS 
The CyberC 2025 Proceedings will be published by IEEE. Full papers for CyberC 2025 must 
not exceed 10 pages of IEEE 2-column format, while short papers must not exceed 4 pages. 
Please use IEEE manuscript template (A4, Latex, or Overleaf version)  
 
https://www.ieee.org/conferences/publishing/templates.html 
  
IMPORTANT DATES 
Submission deadline: 05/31/2025 
Notification of acceptance: 08/20/2025 
Registration due date: 09/20/2025 
Camera-Ready Paper Submissions and Copyrights Due: 09/20/2025 
Conference date: October 17-18, 2025 
 
STEERING COMMITTEE 
Anup Kumar (Chair), University of Louisville, USA 
David Lu, AT&T (Bell Lab), USA 
Chi-Ming Chen, AT&T (Bell Lab), USA 
Bin Xie, InfoBeyond Technology LLC, USA 
Jiangzhou Wang, University of Kent, UK 
Yingying Chen, Rutgers University, USA 
Rose Hu, Virginia Tech, USA 
Chih-Lin I, China Mobile, China 
Peng Mugen, Beijing University of Posts and Telecommunications 
Gao Feifei, Tsinghua University, China 
Wang Ning, Zhengzhou University, China 
Ren Xiying, Taiyuan University of Technology, China 
Chen Yongle, Taiyuan University of Technology, China 
Zhou Yiqing, Chinese Academy of Sciences, China 
Wang Junyuan, Tongji University 
Sophia Li, PI Education, USA 
Vivian Ye, AT&T, USA 
Angelos Stefanidis, Xi’an Jiaotong-Liverpool University, China 
 
For inquiries, please contact us at: papers@cyberc.org 
 
 

        
 



                                                 

                               
 
 

                                                 
 

 


